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************Start of Change***********

6.6.X		UP integrity protection for UP Signalling messages
The network may configure a special DNN to establish a dedicated PDU session for the protection of the UP Signalling messages. If the UE capability does not support UP integrity protection at “Full data rate” and if the special DNN is configured, then the UE shall initiate the PDU session establishment procedure to establish the dedicated PDU session, after successful initial registration. The network shall activate the UP integrity protection for this dedicated PDU session. After successful establishment of the PDU session, the dedicated PDU session shall be used to securely exchange the UP signalling messages (for example, DNS, ICMP protocol messages) between the UE and the 5GC, from any other PDU sessions. 

************End of Change***********
